


The General Data Protection Regulation ('GDPR') comes into 
e�ect on 25 May 2018

It will a�ect all organisations which hold personal data about EU citizens.

The majority of organisations will bea�ected by the legislative changes.

Membership Organisations generally hold a significant amount of 
personal data regarding their members, employees and other persons.

Under GDPR, organisations face large finesfor any improper use of 
personal data or a breach of data protection legislation, which is primarily
enforced in the UK by the Information Commissioner's O�ce.

"Don't be frightened by GDPR - it is an excellent opportunity 
for you to review and renew one of your organisation's most 

valuable assets, namely your personal databases."







Generally, there are six grounds for lawful processing of 
personal data:

1.  Consent (Art 6(1)(a) - Rec 32, 42 & 43))
2.  Contractual necessity (Art 6(1)(b) - Rec 44)
3.  Compliance with legal obligation (Art 6(1)(c) - Rec 45)
4.  Vital interests (Art 6(1)(d) - Rec 46)
5.  Public interest (Art 6(1)(e) - Rec 45)
6.  Legitimate interest (Art 6(1)(f) - Rec 47 & 48)

You need to record the lawful basis for processing personal data, 
for example in appropriate policies and procedures.



So what now? 
Here are some proposed first steps towards compliance:

• Ensure that all third party suppliers (such as accountants and publishers)
  are GDPR compliant before you transfer personal data to them, and that 
  your terms and conditions reflect this
• Define, in your data protection policy, the legal basis for processing 
  personal data
• Obtain GDPR compliant consent, if you are relying upon this legal basis 
  for processing personal data
• Revise your Privacy Notice, so that it is GDPR compliant, and ensure 
  that this is communicated

• Consider whether your organisation needs a Data Protection O�cer;
• Review your IT and o�ce security
• Ensure that both management and sta� are aware of the changes 
  to the law
• Ensure that your organisation has the appropriate systems in place in 
  order to cover the individual's rights under GDPR 
  (such as Subject Access Requests and the right to be forgotten) 
• Consider whether any personal data which you hold is transferred 
  internationally, and, if so, ensure that appropriate controls are in place



Sales and Marketing

Many Membership Organisations will be able to rely upon contractual 
necessity for processing personal data, but this would not necessarily 
cover general direct marketing materials.If you are sending direct 
marketing materials to your clients and customers or others, you will 
probably need GDPR compliant consent for such marketing.

In order to obtain GDPR valid consent, your organisation will need to 
inform the person from whom you are receiving consent, that they have 
the right to withdraw their consent at any time.You will need to obtain 
specific consent as to the means by which you wish to communicate 
with them (e.g. by mail, post, telephone etc).

You also need to advise them on each occasion when you contact them, 
after you have received consent, of their right to withdraw their consent, 
so as not to invalidate the consent.

Don't forget to record how and when you obtained consent.

To ensure you have no interruption to your sales process it is important 
to engage in your compliance as a matter of urgency. One of the possible
solutions for your lead generation may be our SFB Forensics tool.  

Current Process:
• Purchase Data
• Telesales book appointments
• BDMs attend appointments and convert leads into sales

Our new GDPR compliant process:
• Strategic Sales & Marketing Plan aligned
• Tailored marketing 
• Leads tracked and automated email to telesales/BDMs direct
• Management reporting track success and conversation
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